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Социальный ролик на тему: Мошенническая схема «Звонок из службы безопасности банка»

Дальневосточным юридическим институтом (филиалом) Университета прокуратуры Российской Федерации при участии студенческого объединения «Киберволонтеры» подготовлен социальный видеоролик по противодействию IT-мошенничеству .
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Злоумышленники различными способами пытаются получить информацию о банковской карте человека или код (пароль), поступивший через смс-сообщение владельца карты.

**Не предоставляйте** номера карт, одноразовые пароли, полученные в смс-сообщении, ПИН-коды, CVV и другую конфиденциальную информацию.
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**Не совершайте** никаких операций: не переводите деньги и не выполняйте финансовые транзакции по указаниям звонящего.
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При поступлении сомнительных звонков из службы безопасности банка нужно быстро положить трубку и сверить номер телефона с номером, указанным на оборотной стороне банковской карты.
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В любой непонятной ситуации звоните в банк по официальному номеру и уточните информацию у оператора.
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**Важно!** Номер необходимо набрать вручную, а не по ссылке, присланной вам в смс-сообщении.